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It is an extremely good idea to secure your device (iPad or iPhone). If it is taken and not secure, then all the information can be and probably will be used if the person who took it has malicious intensions. Your entire list of contacts, emails, notes, everything on your device is now compromised. Let alone the fact that you may get a very large phone bill from youR cellular provider.
There are steps you can and should take to protect your device(s). The first is to add a lock code. This will prevent anyone from using your phone unless they have the pass code. You can make this code a simple 4 digit code ore a more complex code, if desired. I prefer the simple 4 digit code. But not 1234 or 1111. Those are the first codes a thief will try.

In order to set up the code use the following steps. Go to   Settings>General>Passcode lock>turn Passcode on. Then enter your passcode twice. Be sure to write down this code and keep it in a place you will be able to access. (Not on your device). If you forget this code you will not be able to use your device. And the Apple guys can only restore your device back to store conditions. Meaning that all your data is lost
One of the options on the Settings>General>Passcode lock screen is to “Erase data”. If you turn on this feature, all data will be erased if there are 10 sequential unsuccessful attempts to enter the passcode. Use this at your own discretion.
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Now you have your phone secure. When you wake up your phone and get to the lock screen, you need to enter a code. This is great. Now if you “lose” your phone all is not lost. At least your data is safe.

I like to believe that at least 80%-90% of the folks who find a device like this would like to return it. There is a way to let them know some information that may very well get your device back to you. This can be done by putting a note on your lock screen. See figure 1.

There are several ways to do this and I will cover a couple with you. The first way is to create a new note using the Notes application on your device. Then put text like “IF LOST CALL XXX_XXX_XXXX” in the middle of the note. Then take a picture of the page. You do this by pressing and holding the home button and the sleep/wake (on/off) button at the same time and then releasing them. A picture will be taken of your screen and placed in your camera roll album.

Now you need to make that picture your lock screen wallpaper. Click Setting >Wallpapers and brightness. Then tap in the box below, choose wallpaper, tap camera roll in photos, and locate your picture and tab on it. Move and scale the picture using one figure to move and two figures to make it larger or smaller. When it looks good to you, tap set as lock screen and you are done.
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Another way to do this with a little more panache is to put text on a picture you have in your photos. This can be done using the App call “If Found Lock Screen”. It costs $0.99. Download this application, tap on it and select a picture from your photos as directed. Tap on the box in front of the picture and enter the desired text then position the text. Now tap the pen on paper icon at the bottom left of the screen and position the text on the picture. Tap save and follow the directions that come up that tell you how to make this picture your lock screen.
Next month we will have an article on the actions to take if your device is taken by a bad guy. In order to prepare for that ensure your device has “Find My iPad/iPhone” turned on.
To enable “Find My iPad/iPhone” 

1. Enable iCloud by going to Settings>iCloud, and entering your Apple ID and Apple passcode(password)

2. Turn on Find My iPad
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